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Resource Sheet – Cyberschool.ie 

We hope you all enjoyed your Cyber Safety Workshop. The following will help you stay safe whilst 

online. We hope to see you all again next year. 

1. Antivirus Software  

a. Ensure your Antivirus Software is up to date – If you use Windows O/S explore 

Window Defender, it’s free. Within your organisation, this maybe different. Please 

check and understand the procedure for work laptops.  

b. With personal machines, if you are using paid antivirus, you can remove via the 

control panel and also search online for the removal tool to clear register files.  

 

2. System Updates.  

a.  Configure O/S to install updates automatically. Patches and New Features – Google 

if you don’t know-how.  

 

3. Scams and Social Engineering  

a. Social engineering scams may build the trust of their target, using their alleged 

position to persuade people to drop their guard and provide confidential 

information to gain access to data. 

b. Avoid falling foul of phishing 

attacks, Avoid Typosquatting, 

Make Secure Online Payments, 

Have a Strong Password, Back 

up Data to the Cloud.  
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4. To understand any of the above area it simple. Just head to Youtube and find a 3 to 4 minute 

clip to educate yourself.   

5. Have I Been Pwned allows you to search across multiple data breaches to see if your email 

address has been compromised 

a. https://haveibeenpwned.com  

 

6. Browse Yourself – Stick your details into a browser and see what you can find! 

a. Name 

b. Email Address 

c. Phone Number 

 

7. Irish Law - Harassment, Harmful Communications and Related Offences Act 2020 

a. http://www.irishstatutebook.ie/eli/2020/act/32/enacted/en/print  

 

8. Understanding Settings (Apps)! 

a. After the presentation, you now understand the importance of the Apps setting. 

Google these for individual Apps, use YouTube to aid you to know how to stay 

protected.  

 

9. Reclaim your Data. Discover where your personal data is and manage your digital footprint. 

You decide where you want to keep your data and where you don’t. https://saymine.com/  

 

10. Understand your organisation AUP – Acceptable Usage Policy. 

 

11. Video Resource – This allows you to understand specific areas and initiate discussions with 

your students.  

a. http://computingatschools.ie/cyber-safety-resources/ 

b. Password cas2020 
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 hreats to  hi dren s internet safety in  ude in asions of 
pri a y,  y er u  yin , se  n  and harass ent.  p ons to 
prote t your  hi dren in  ude parenta   ontro s, apps and 
tra kin  so ware. 

                                                      
                                                     
                                                 
     .

             

            

                                         

 ea hin  your  hi dren a out the on ine risks they 
 ay fa e and how to a oid or report threats is one of 
the  ost i portant steps you  an take to ensure 
their safety on ine.

 ut  rst, you ha e to understand those risks for 
yourse f.  his  eans keepin  up to date on the  atest 
te hno o ies, apps and so ia   edia trends.  t  an  e 
 ha  en in ,  ut it  e er prepares you to ta k to your 
kids a out what to e pe t on ine.
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 Dan erous or inappropriate we sites

  a ware and how it  an  e down oaded onto  o puters 
and phones

  y er u  yin  

  n ine frauds and s a s   nderstand  ri a y  e n  

  e ua  predators   tran er Dan er 

 ou    a so need to keep an open dia o  with your kids.  et 
the  know you are  ookin  out for their safety and  e sure 
to  isten to their  ues ons and  on erns.

             

            

                

  e n    ear y de ned ru es and 
e p ainin  the reason for ea h ru e and 
the ha ard it prote ts a ainst  an he p 
your  hi d understand poten a  risks .

  e  onsistent 
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Remember We Are Here To Help! 

Together We Get Better! 

            

            

  e er  i e out persona  infor a on      

 Do not post photos on pu  i  site

 Do not  hat with stran ers on ine

 Do not respond to insu  n , hur u  or  u  yin   essa es

  e er a ree to  eet so eone you  efriended on ine

  nderstandin  what is appropriate and not. 

  ein  a  e to ta k   as your  hi d a  y er  uddy  

             

            

                                                
           

  et ru es.

  et up password prote  on.

  pdate the opera n  syste .

  e   your  hi d not to down oad new apps without your 
appro a .

  a k a out  o a on ser i es.
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